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The purpose of this project is to provide a potential solution to combat
the loss of patient privacy when their most valuable information are
inputted into the healthcare system. Patients often lack control over
their data once it enters the cloud, exposing them to risks such as
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